Sangoma Handsets Default login
164 Jonathan Thu, Oct 5, 2017 How to and FAQs 8767

The default login details for a default Sangoma handset is;
Username: admin
Password: admin

This should be the default password for handsets out of the box or after a factory reset,
please note that these handsets support zero touch and if purchased via us they will most
likely upon first boot or reset just connect directly to your PBX and the password will
change to your PBX systems password. This will be the password you have specified for
handset admin and user access see steps below;
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Endpoint Manager

About Endpoint Manager

This rmodule is used to automatically provision & configure Desk Phones, Wireless Phones, Door Phones, Overhead Paging Devices, Gateways, and
Spedialty devices from supported manufacturers. EndPoint

For information and instructions on using Endpoint Manager, please see the Endpoint Manager Wiki .

To get started please choose an option in the i Menu on the right. Global Settings

Extension Mapping

Brands

Then in the next screen add your desired passwords that your handsets will be set to;
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Authentication of HTTF or HTTPS provisioning requests from endpoints is currently enabled. Configuration of
provisioning ports and credentials is done through Sysadmin Provisioning Management .

The username that is currently configured for HTTP and HTTPS provisioning is 'l and the password is
' I  (vithout quotes).
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