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Before you start to configure the router. Please see the Article "How to locate your

configuration sheet". Once you have read and followed the steps in that article, you
can proceed to configure your router.

Log into the device via IP 192.168.1.1 using these details ;username = admin Password
= admin

Once logged in, select Internet access in WAN, change the access mode to
PPPOE and then select details page
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3. Once you're in details page, enable the connection, put in your own customer

username and password (if you do not have these and cannot find them from
the how to locate your configuration sheet, contact support).
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Vigor2 830 series

ADSL2+ Security Firewall

o YR WAN 35 Internot Access

Wizards

Online Status WAN 2

WAN PPPoE Static or Dynamic IP PPTPIL2TP 1PV

» @ © Disable PPPIMP Setup

o PPP Authenticati PAP or CHAP v

LAN ISP Access Setup 1dle Timeout -1 second(s)

Load Balance/Route Policy
NAT

Service Name

IP Address i Method (IPCP)

(Optional) =

Firewall Username w WAN IP Alias

User Management Fixed [P: ' Yes ® No (Dynamic IP}
Objacts Setang password e

£ Fedm®adgress ||

Bandwidth Management

Applications

VPN and Remote Access
Certificate Management

VolP WAN Connection Detection
Wireless LAN Mode MAC Address: ]
SSL VP
USB Application Ping 1P [
System Maintenance —_
Diagnostics
External Devices
MTU ‘ (Max:1492)

Product Registration

All Rights Reserved.

Once this is completed, you should gain internet access, if you wish to configure your

WIFI go to the below.

VigOI’2 830 series

ADSL2+ Security Firewall
A T

Wizards
Online Status

==

Index(1-15) in Schedulé SETapT

® Default MAC Address

) Specify a MAC Address

Wireless LAN >> General Setup

General Setting ( IEEE 802.11)

¥ Enable Wireless LAN

WAN
LAN Mode : Mixed(11b+11g+11n) ¥
L L Channel: Channel 6, 2437MHz ¥
Firewall
User Management Enable Hide SSID ssID Isolate Member Isolate VPN
Objects Setting
SM 1 0 [DrayTek | @ o
Bandwidth Management » ® [DrayTok_Guest |
Applications - =
VPN and Remote Access 3 O [ ]
Certificate Management
VolIP 4 O [ |
Wireless | AN )
T Note:

System Maintenance
Diagnostics
Extemal Devices

Product Registration

All Rights Reserved.

Enabling the Isolate Member configuration will forbid the wireless clients associated to
the same SSID from connecting to each other.

The isolate VPN configuration will isolate the wireless traffic from VPN connections and

thus, wireless clients will not be able to access the VPN network under this setting.
Associated Schedule Profiles:
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Only schedule profiles that have the action "Force Down" are applied to the WLAN, all
other actions are ignored.Valid settings are profile indexes 1 to 15.

Within General setup you can change the SSID, and within security you can change
the password for the WIFI.

You have now completed the steps to configuring your router.
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